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Abstract of the contribution: this discussion paper provides the consideration of access types, registration control with and without NASS. The paper also proposes the way forward of IMS registration control.
1 Requirements
The objective of this WI is to specify the control of the IMS Registration based on the network location of the UE (such as IP address, DSLAM information etc) and provide an architectural solution for the related stage 1 requirement according to TS 22.228, clause 7.2.2.
The focus of this WID is on fixed network.
2 Access types
The access types currently supported in 3GPP are defined by P-Access-Network-Info header field in TS 24.229, as follows:

“access-type            = "IEEE-802.11" / "IEEE-802.11a" / "IEEE-802.11b" / "IEEE-802.11g" / "IEEE-802.11n" / "3GPP-GERAN" / "3GPP-UTRAN-FDD" / "3GPP-UTRAN-TDD" / "3GPP-E-UTRAN-FDD" / "3GPP-E-UTRAN-TDD" / "ADSL" / "ADSL2" / "ADSL2+" / "RADSL" / "SDSL" / "HDSL" / "HDSL2" / "G.SHDSL" / "VDSL" / "IDSL" / "3GPP2-1X" / "3GPP2-1X-Femto" / "3GPP2-1X-HRPD" / "3GPP2-UMB" / "DOCSIS" / "IEEE-802.3" / "IEEE-802.3a" / "IEEE-802.3e" / "IEEE-802.3i" / "IEEE-802.3j" / "IEEE-802.3u" / "IEEE-802.3ab"/ "IEEE-802.3ae" / "IEEE-802.3ah" / "IEEE-802.3ak" / "IEEE-802.3aq" / "IEEE-802.3an" / "IEEE-802.3y" / "IEEE-802.3z" / GPON/ XGPON1 / "GSTN"/ "DVB-RCS2"/ token”
The fixed access types in the list can be picked up and summarized as the 5 categories of access technologies:
1) xDSL

2) PON

3) Ethernet(802.3)

4) WiFi(802.11)

5) DOCSIS

It is suggested all of these 5 categories are considered in this WI.

3 Registration control when NASS is available
Since TISPAN NASS was introduced into 3GPP by common IMS to provide location information of fixed access network information, which can be the base of the information for registration control. The access network information was currently defined in TS 24.229:
“access-info            = cgi-3gpp / utran-cell-id-3gpp / dsl-location / i-wlan-node-id / ci-3gpp2 / ci-3gpp2-femto / eth-location / fiber-location / np/ gstn-location / UE-time-zone / dvb-rcs2-node-id / extension-access-info”
The dsl-location, i-wlan-node-id, eth-location, fiber-location are the information that can be retrieved from NASS.
In current specification, usage of location information from NASS is combined only with NASS-IMS bundled authentication. When NASS-IMS bundled authentication is used during registration, P-CSCF queries NASS for location information and includes the information in P-Access-Network-Info header field. S-CSCF authenticates the registration by comparing the information in P-Access-Network-Info header field with the pre-configured Line-Identifier(s) information derived by querying HSS.
But if NASS is deployed in the network, the above procedure can be reused to meet the requirement of location based registration control,even when other authentication methods for fixed access network, e.g. SIP digest, are used. 

Therefore, if NASS is available in the network, it is proposed to introduce NASS procedure into other authentication procedures for fixed access network.
An example flow can be as follows:
1) UE initiates registration using IMS AKA or SIP digest authentication from fixed access network, e.g. xDSL or WiFi;

2) If NASS query is supported , P-CSCF queries NASS to derive DSL or WLAN node information;

3) P-CSCF includes the information by inserting P-Access-Network-Info header;

4) Before authenticating UE, S-CSCF or HSS compares information in P-Access-Network-Info header with pre-configured information in HSS;

5) S-CSCF or HSS then refuses the registration if the comparison fails or continues the authentication if the comparison succeeds.

4 Registration control when NASS is not available

If NASS is not deployed or P-CSCF does not support NASS query, it is then difficult to get detailed location information due to lack of direct interaction mechanisms with the access networks. Other information contained in SIP signalling or application level that can help registration control should be studied.
The first information to be considered is the IP address of UE, which in many cases indicates the location of the UE and is easy to get. When the IP address of the UE is statically allocated, which is common for enterprise customers, the IP address can be used to accurately control the registration.
If the IP address is dynamic, but the address pool can be restricted to a small area, e.g. a few adjacent buildings), the registration can be partly controlled in a less accurate manner, which may be also acceptable for some scenarios.
If the IP address is dynamic, and it is difficult to restrict the address pool in small area, other information or other mechanism is needed for further study. The information or mechanisms may be different per access type.
5 Proposal for way forward

The following actions are proposed as the conclusion of the way forward:

1) The access types of xDSL, PON, Ethernet, WiFi and DOCSIS are included in the scope of this WI;
2) When NASS is available and the UE is connected via fixed access network, reuse NASS procedures when the UE uses other authentication methods than IMS-NASS bundled authentication for registration control;
3) When NASS is not available, firstly implement solution using UE IP address for static IP address scenario;

4) Other information or other mechanisms used for more complicated scenarios are FFS.
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